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COMMENTS ON PREVIOUS EDITIONS

Litigation Support Managers

"This is amazing and | know it will become the “must have bible” for the industry."

"This looks really useful — | have been under pressure to produce something along
these lines myself."

"This looks really interesting and useful... | do think it will be a very useful resource."

"l like your initiative and is something which | know would be of industry wide
interest...."

"I've printed the Guide out in A5 format and | carry it with me wherever | go, it's so
useful.”

Suppliers

“The more | have an opportunity to study your report — the more | am impressed with
the breadth and depth of the content. Thanks again for sharing the report. This is an
excellent tool | have already shared with the executive team at.....”

"Congratulations on compiling this. It looks like it was quite an undertaking — but the
result is great document.”

"I have just got back from holiday and saw the publication — excellent work."

"What Andrew has put together is nothing short of remarkable and IMO puts Gartner
to shame.”

"I have to tell you that I'm deeply impressed by the Buyer's Guide you have put
together! I'm working now for about 7 years in the eDiscovery/Forensics field and |
couldn't agree more with what you have written. | will put your document on the
mandatory reading list for our new joiners."

"l joined the eDisclosure industry 3 months ago with no knowledge of the subject, your
Buyer's Guide has been the single most useful document | have found to educate
myself. Thank you."
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Comments on Previous Editions / Foreword

FOREWORD (2022)

Welcome to the tenth edition of the Buyer’s Guide to eDisclosure Systems. This will be
the last version of the Guide in its current form. After a decade of using my spare time
in the first half of the year to pull together this document, I'm moving away from the
keyboard to spend more time with my wife and Grandchildren. Thank you to everyone
who has contributed to the Guide over the years, it has been (mainly) fun.

When | first started drafting this | was going to reflect upon a world emerging from a
global pandemic, events in Ukraine have overshadowed that perspective. The world is
changing in a way not seen for decades, all we can do is try to look after those things
that are within our control. If your area of focus is eDisclosure then it is hoped this
Guide will prove useful.

Foreword (2021)

Welcome to the ninth edition of the Buyer’s Guide to eDisclosure Systems. 2020 was
a year we won't forget, with COVID-19 causing tremendous suffering and upheaval
across the whole world. Even the insular realms of eDisclosure and legal practice were
shaken up and forced to address a very different set of challenges from those we
thought we would be facing. Working remotely became the new normal, as the legal
profession accepted 5 years of technology change in as many months (if not weeks).
The rate of litigation work spluttered, as clients had more immediate business priorities
to address, such as survival, and looking after their employees; causing many of the
sales people in the industry much heartache and Zoom fatigue as they tried to keep
their pipeline going.

Yet life did proceed, both inside and outside the technology bubble of disclosure. The
UK has left the European Union, with the implications on data protection and transfer
yet to be fully sorted, and the US changed its President, with world waiting to see how
a shift in policies might play out. The duration of the UK’s Disclosure Pilot has been
extended because of COVID, and initial feedback has resulted in some changes with
more potentially to follow.

The consolidation within the eDisclosure marketplace continues, with a number of
familiar names disappearing. New technological challenges emerged, such as the
ability to cope with an ever increasing range of different types of data, from What’s App
through to Teams. This version of the Guide should keep you knowledgeable on the
topics and up to date with the suppliers. | hope you find it useful.

Foreword to Edition 8 (2020)

| write this as we enter our 5" week of UK lock-down in response to the COVID-19
virus. I had nearly completed the Buyer’s Guide and have taken the decision to press
on with publication, with the caveat that some entries have been retained, even though
I have not received updates from those organisations. I've made that clear in the data
for the handful of companies that are affected, we will sort it all out in 2021.

Welcome to the eighth edition of the Buyer’s Guide to eDisclosure Systems. This year
sees dramatic changes to the UK’s relationships with the rest of the world in general,
and Europe in particular. It remains to be seen how this shift will impact the status of
the UK in terms of its data protection regime and how that is viewed by the EU. Some
suppliers have already set up additional processing centres inside the EU, readers
should check out Chapter 8 for specifics if this topic is of interest to them.

The initial feedback on the Disclosure Pilot will have been released during the first part
of 2020, anecdotal evidence to date would suggest that the focus on increased use of
technology is having an impact and more law firms than ever are developing
relationships with external suppliers and creating in-house eDisclosure roles. If you are
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Comments on Previous Editions / Foreword

thinking about going down that path, it is hoped this Guide will act as a roadmap of
your options.

Foreword to Edition 7 (2019)

Welcome to the seventh edition of the Buyer’s Guide to eDisclosure Systems. By the
time this document is published, we will be several months into the two year pilot of
the changes to the Civil Procedure Rules for eDisclosure, with their emphasis on
increased use of technology. It is hoped that this Guide will assist people in the
assessment and selection of suitable technology, as the marketplace continues to
consolidate, and also offers new entrants with associated newer functionality.

The eDisclosure Pilot has at its heart the Disclosure Review Document (DRD), which
details the various steps and requirements users need to meet, including requiring
parties to agree how they will transfer information between them in the disclosure
process. During 2018/19, the author was part of a working group from the UK ILTA
Special Interest Group for Litigation Support, that has produced a free to use “best
practice” exchange protocol, along with accompanying guidelines. You can download
the documents from the ILTA site here.

Foreword to Edition 6 (2018)

Welcome to the sixth edition of the Buyer’s Guide to eDisclosure Systems. 2018 starts
with a pilot of proposed changes to the Civil Procedure Rules for eDisclosure. Those
changes have an emphasis on the informed use of technology to support the collection,
processing and review of electronic information. It is hoped this publication will assist
practitioners in making those informed decisions.

The eDisclosure marketplace continues to consolidate as companies merge, and we
are starting to see a slow but steady increase in the number of law firms investing in
managed services partnerships with selected suppliers. If you are starting on that
jJourney, or just “dipping your toes” into the world of eDisclosure, this Guide will help
you along the way.

Foreword to Edition 5 (2017)

Welcome to the fifth edition of the Buyer’s Guide to eDisclosure Systems. 2016 saw
continued change in both the UK eDisclosure and the wider world of eDiscovery. The
composition of this edition is markedly different to the first volume produced back at
the start of 2013.

Last year also saw many momentous changes outside of the insular world of
eDisclosure suppliers, one of them being in the employment status of the Author.
During 2016 Andrew hung up his consultancy boots, bought his own watch, and took
on a permanent role as the UK eDisclosure Project Manager at Squire Patton Boggs
LLP. Squire Patton Boggs have agreed that Andrew can continue to produce the
Guide, with the clear understanding that it is a personal undertaking and is not
endorsed by them in any way.

Foreword to Edition 4 (2016)

Welcome to edition 4 of the Buyer’s Guide to eDisclosure Systems, a document that
gets bigger (and hopefully better) each year.

The 2015 theme for the UK eDisclosure marketplace has been one of consolidation,
with a number of firms being acquired throughout the year, see inside for all the details
of who is still around and what they are now called.

During 2015, Andrew was asked to participate in the development of an eDisclosure/
Discovery competency standard for the LTC4 consortium, which was formally
launched at this year’s LegalTech. You can find out more details about the LTC4
initiative and how you can use the standard here.
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Comments on Previous Editions / Foreword

This version incorporates all the additional and modified vendor information that has
been gathered over the past 12 months and welcomes 13 new suppliers to the fold,
balanced by 11 who have left / been acquired as well as 2 name changes. We now
have companies from 9 countries in the Guide.

Foreword to Edition 3 (2015)

Welcome to edition 3 of the Buyer's Guide to litigation support systems. The previous
version was downloaded some 1,800 times over the year, hopefully this one will be as
successful.

This version incorporates all the additional and modified vendor information that has
been gathered over the past 12 months and welcomes 27 new suppliers to the fold.

Foreword to Edition 2 (2014)

The first edition of this "bible" was enthusiastically received around the litigation
support community, with plaudits being offered from across the world. As a result of
that document, in the first half of 2013, the Author was asked to join a working party
tasked with providing a "Jackson Compliant" protocol for use within the Technology
and Construction Court (TCC).

As a by-product of the work done for the TCC protocol, the initial chapters to the Guide
have been reworked to make them even more of an introduction to eDisclosure in
general, and the requirements upon lawyers in particular. It is hoped they prove of use
to readers.
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Chapter 1 — Executive Summary

1. EXECUTIVE SUMMARY

Welcome to Andrew Haslam buyer's guide to litigation support (or eDisclosure/
Discovery) systems. As with previous editions, this version has been released in Spring
to ensure that the latest information from the LegalTech exhibition in New York has
been incorporated.

The target audience for the Guide are those individuals who understand they have a
requirement, but do not know how to proceed with the next steps. It is assumed that
people within organisations that have a litigation support function, will turn to them in
the first instance for advice, but might use this document as a primer on what is
available.

Possible readers of the Guide are end users of these systems, be they lawyers,
barristers, in-house counsel, or IT departments. The Guide does not purport to identify
the "best" software or supplier in the marketplace, but instead aims to supply
information to allow users to arrive a shortlist of potential vendors, with a procurement
exercise being the next logical step.

The Guide is based on Andrew Haslam's general experience in the marketplace, also
drawing from a number of vendor procurement exercises. The information on firms and
software tools has been provided by the organisations themselves, albeit moderated
by the author.

The remainder of the Guide contains a background to the marketplace, looking in more
detail at the scope of the document and potential users, and an overview of the EDRM
model. A Chapter on the technology areas provides a more detailed examination of
the processes that underpin the EDRM schematic, followed by an in-depth survey of
the marketplace, the vendors, current issues and potential problems.

A procurement Chapter provides the "meat" of the document with example
requirements for scanning, coding, data collection and litigation support services.
There is a reference Chapter for additional links to other useful sites and then the
specific details of suppliers and software.

Andrew is currently employed as the UK eDisclosure Project Manager for Squire
Patton Boggs (UK) LLP, all opinion within the Guide is Andrew’s personal viewpoint
and does not represent any views, opinions or strategies of Squire Patton Boggs.
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2. GUIDE STRUCTURE

All of the numbers shown under the Where column are hyperlinked. Hover the mouse
over the number and use Ctrl + Left Mouse Click to jump to that Section.

Topic Where

What is eDisclosure (and what is it not.) 3.1

The EDRM model, which is explained both in overview and detail, shows
what legal involvement is required at each stage, and where you might get

help from. The model covers the following stages: 3.2
e Information Management. 3.3
¢ Identification of what data you might need. 3.4
e Preservation of that information. 3.5
e Collecting the data without “polluting” it. 3.6
e Processing the data to cull it down to potentially relevant material. | 3.7
e Reviewing it. 3.8
¢ Conducting analysis on the reviewed information 3.9
¢ Producing, either at the disclosure stage or for trial. 3.10
e Presenting the information in court. 3.11
A short resume of the EDRM model, and how it works. 3.12
A description of Computer Assisted review (for advanced readers). 3.13
Why cooperation is needed and why it isn't collaboration. 3.13.10
A final summary of the Chapter. 3.15

The remainder of the Guide gives more information on eDisclosure, issues you might
encounter and how to procure the right systems for your needs from the correct type
of vendor.
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Topic

Where

An examination of the different technology areas to give context to the
Chapters that follow.

Three subjects about which readers need to be aware, but which are not
examined in detail in this Guide:

e Litigation Readiness.
e Records Information Management / GDPR

e Email archiving.

4.1

Collecting data, both generic and in an evidentially sound manner.

4.2

Scanning (because cases still involve paper)

4.3

Objective and Subjective coding, what are they?

4.4

Litigation support tools, a brief overview of the area.

4.5

Court room presentation systems.

4.6

Topic

Where

Having given context in terms of the relevant technology areas, a number
of specific aspects of the marketplace are examined.

First, a brief background to the changing legal environment, is provided.

A historical perspective of the marketplace grouped by different types of
available tools is given, including:

e A general overview of the technology.

o Early Data Assessment (tools for getting a handle on the mass of
data.

e Litigation Support Products (the things that do the review and
analysis bit).

e Predictive coding or other terms for Computer Assisted Review.

5.2

A review of the marketplace is provided in terms of describing the different
types of service providers (which for these purposes covers both software
and hardware) that are out there, grouped by vendor type:

e A bit of background to the marketplace.
¢ Consultancy firms, the “supermodels” and the rest.
e Software specific organisations (firms that own their own software)

e Solutions / Bureau organisations (firms that use someone else’s
software).

e Outsourcing, a brief mention to provide full coverage.

5.3
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Topic Where
Then the Guide goes on to explore the current practical “hot topics” in this
area, about which you should be aware:
e Clustering/Concept/Sentiment analysis, that is automatically
grouping similar documents together by software means.
e Email threading, so that you can just read the “top” email of the
thread.
¢ Automatic language translation, not for the court but for quick and
dirty review work.
o Digital audio files, can be reviewed as if they were text, that is you
can jump straight to a word in the middle of an hour’s recording.
e Computer Assisted Review.
e Collecting data from social media.
e | just want to read the emails, and not spend a fortune putting the
stuff into a review system.
e Charging models; How much?
e Redaction for native formats.
e Emails with non-relevant attachments. 54
The Guide then identifies a number of key issues you should raise with
any service provider:
¢ Adding Privilege to just one attachment to an email. Because some
products don'’t let you do this.
¢ Re-unitisation of images of paper documents. Because paper is
still with us, but some products don't like it.
¢ Names normalisation, how to tame all the different versions of your
email address.
o Data collection by either the client or your IT department. Don’t Do
It.
e Some issues when working in Native mode. The “buried treasure”
of track changes in Word, speaker notes in PowerPoint and
comments in Excel cells. 55
A list of the main UK vendors sorted by:
e Consultancy firms (both large and medium)
e Software specific organisations
e Solutions / Bureau organisations
e Forensic Firms 5.6
Followed by a list of the main software products sorted by reference to
main stages of the EDRM, ie. Software for:
e Collection.
e Processing. 5.7
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e Review.
e Analytics.
And a list of all the "Plugins” you can get for Relativity. 5.8
Topic Where
All you every wanted to know about procurement but were too afraid to ask. | 6
Vendor pricing, how they arrive at their cost model and how to get the best
deal. 6.1
Advice on the overall approach, which is to arrive at the point of having
potential vendors demonstrating their software to you preferably with your
data. 6.2
“Cut and paste” sections for each of the following areas, that you can just
drop into your procurement document, or use a demonstration checklist.
e Scanning, because paper is still with us. 6.3
e Unitisation and coding. 6.4
e Data collection, because neither you nor the client should be doing
this. 6.5
e Litigation support systems, the heart of the Chapter, with lots of
detail. 6.6
e Processing small volumes of ESI, AKA, how | can just read the
emails in the case without spending any money. 6.7
A very nice picture that shows how all of this hangs together. 6.8
A final summary of the best bits in this Chapter. 6.9
Topic Where
Other resources. A list of other websites that might help you gain greater
understanding about the topic of eDisclosure.
Includes a link to the TeCSA page holding information on the TCC
protocol and a copy of the TCC Legal/EDRM Timeline (complete with
hyperlinks to the relevant parts of CPR).
Also a link to the ILTA webpage for the exchange protocol. 7
Topic Where
The "Yellow pages" listing of (mainly) UK vendors and software.
Vendor Information 8.1
Software Information 8.2
Topic Annex
A glossary of all the technical terms used throughout the Guide. A
A blank copy of the form used by suppliers to provide details of themselves | B
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and the software products they use.

Throughout the Guide the following boxes will be used to draw your attention to specific
points.

NOTE: Brief Description

Used to draw attention to specific elements of the text.

o BEST PRACTICE: Brief Description

Details a point of best practice that users are advised to follow.

&  WARNING: Brief Description

Warns users of any potential issues.
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3. EDISCLOSURE - AN INTRODUCTION

The purpose of this Chapter is to take the reader through the process of eDisclosure,
starting with a definition of what it means, and what it does not mean, and then
progressing (by means of an industry standard model) through the various stages of
the procedure. At the end, there is a more advanced section on the specific area of
Computer Assisted Review or CAR, but this can be skipped until required.

3.1 Definition

A simplistic definition is that eDisclosure is all about the disclosure of electronic
material. However we need to dig a little deeper into that statement of the obvious.

There are two parts to the definition; the words "disclosure” and "electronic material”.
Let's explore the second one in a little more detail. Electronic information refers to the
"stuff* that is within emails, Word documents, Excel spreadsheets and PowerPoint
slide shows. This is the level that most readers will need to interact with for eDisclosure.
The term also includes databases, social media (Facebook, LinkedIn, Twitter), digital
audio such as recorded conversations in deal rooms, support centres et al, images,
mobile phones, tablet devices (i.e. iPads and their ilk) and a host of other increasingly
more exotic types/locations. All of this is known as Electronically Stored Information or
ESI.

The definition of eDisclosure then becomes the process of identifying, collecting,
processing, analysing, reviewing and presenting ESI for legal proceedings.

Because so much of the software in this area comes from the United States, it is as
well to recognise the synonym eDiscovery, which is the American term for eDisclosure.

CASE IN POINT by Tom Fsk\aurnr_

FAITH- BASED E-DISCOVERY

DOE T0 RUDGET CONSTRAINTS,
WE'RE TMPLEMENTING

FAITH-RASED E-DISCOUERY WHATS THAT ?
. A o WE PRAY WE
\ DON'T HAVE

To PO ANYTHIN G

(" o K = CaseCentraldmmm
© 2009, CASE CEVTRAL. (oM [(ASE 10 fOINT

For the sake of completeness, eDisclosure is NOT the process of agreeing the
electronic media by which information will be transferred. When disclosure was all
about transferring images of pieces of paper between legal entities, there used to be
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discussions on format might be used for the images, and which kinds of physical media
could be used to hold the images and their data, be it "floppy disks", tapes or a memory
stick. This discussion used to be incorrectly labelled as "eDisclosure", and is
mentioned here to dispel any legacy misunderstandings.

3.2 EDRM Model

As you would expect for a technical process, there is an official model showing the
various steps involved in the whole procedure. This is known as the Electronic
Discovery Reference Model (EDRM). The model is discussed in great detail at
www.edrm.net, but for the purposes of this report the standard graphic used to give an
overview of the approach is shown below. Also see the EDRM entry in the Supplier’s
chapter (8.1.27).

If you want to see how the various stages of the EDRM process relate to the procedural
requirements contained in the CPR and the related Practice Direction, and what this
means in terms of the action that you should be taking in the context of eDisclosure
and when, you should refer to the eDisclosure Timeline in section 7.12.

Electronic Discovery Reference Mode

tandards, Guidelines, and 2gal Professionals and E-Discovery Practitioners

VOLUME RELEVANCE

NOTE: Circular Processes

Some of the lines used to link the boxes have arrowheads at each end. This implies
(and very often means) that the workflow "loops" around and that having done one
box, you need to go back and repeat some previous processes.

The background in the graphic shows the volume of data decreasing as the various
stages are completed, with a corresponding rise in the identification of relevant
material. The various processes involved in eDisclosure are shown as discrete boxes
with workflows between them. The main use of the model for this review is to provide
a "shorthand" to explain the functionality that different software products provide.

For example a company specialising in area of Records Information Management,
email archiving and the ability to "freeze" documents within a client environment in
order to meet the requirements of disclosure (the US "Legal Hold" concept), might
state that they "work in the left hand side of the EDRM model". A forensic firm might
focus on the purple Preservation and Collection areas, whereas a litigation support
software firm might have literature showing them focused on the blue boxes of
Processing, Review and Analysis.
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The following sections go through each of the "boxes" of the model and look at three
things:

3.2.1 Description

The official description of the individual process/procedure.

3.2.2 Legal Implications

What you as a lawyer might become involved in within this particular process.

3.2.3 Who can help

A brief overview of the types of services and/or software products you might need to
support you in this process. Wherever possible software products are named, though
these are non-exclusive lists.

3.3 Information Governance

3.3.1 Description

Getting your electronic house in order to mitigate risk & expenses should eDiscovery
become an issue, from initial creation of electronically stored information through its
final disposition.

3.3.2 Legal Implications

This is an area also known a Litigation Readiness and is normally conducted by the
client. You might be called upon to assist in terms of providing advice on data retention
requirements for a specific industry.

3.3.3 Who can help

Normally the preserve of the larger consultancy firms working with their clients.

NOTE: There's a BD opportunity here

Why not approach your clients (possibly with a technology partner by your side) and
engage them in conversations about becoming litigation ready. You supply the detailed
legal and business specific knowledge and the client is better prepared for the "evil
day" of litigation.

34 Identification

3.4.1 Description

Locating potential sources of ESI & determining its scope, breadth & depth.

3.4.2 Legal Implications

This is the initial stage where the client comes to you and explains their problem. Using
a combination of your legal knowledge and their understanding of the organisation they
work for, you should start to get an idea of where the ESI might be located. You might
want to incorporate a rough outline of the scope in your initial client care letter, you
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might be happy with going on what the client tells you (it is their data after all), or you
might want to delve a little deeper into what data silo's exist.

This is very much a "horses for courses” area. A good rule of thumb is; do you know
enough about the client and their technology to run a "sanity check" over what they are
telling you?" If not, you might want to get some professional help to try and uncover
the "nasties", before they bite you downstream.

3.4.3 Who can help

Some eDisclosure suppliers specialise in producing something called a "data map".
This is NOT a technical document showing all the servers and other bits and pieces
that makes up the client's IT infrastructure. Rather it is a written description (possibly
with a diagram or two) of where the various data sources are. For example; “Most of
the information is stored on the email servers, but some is on the back-up tapes, and
there is a company the main firm took over last year that has got its own IT
infrastructure which will need to be examined.”

® BEST PRACTICE: Build a “Data Map” as soon as possible

Should be a single piece of A4 that describes where the data is stored and any issues
surrounding it. Print it out and have it on the front of the Matter file. The overall concept
of a “Data Map” is embodied in Section 2 of the DRD.

35 Preservation

3.5.1 Description

Ensuring that ESI is protected against inappropriate alteration or destruction.

3.5.2 Legal Implications

Once you have determined the possible scope of the areas you might (or definitely
will) be collecting data from, you need to ensure that the client doesn't delete or
damage the ESI in those locations. Again this might be something for your initial
engagement letter and you might need technical help. You might cover things like;
stopping the re-use of back-up tapes (it can be cheaper to buy a whole new sets of
tapes that over-write important evidence), or removing the limits on email in-boxes that
cause emails over 60 days old to be deleted, or putting a hold on the re-use of the PC,
that was used by the employee who is now suing your client.

3.5.3 Who can help

There are very expensive, mainly US based tools that will enforce the American
concept of "legal hold". If your client has got this kind of software in place, they are
probably involved in serial litigation and you won't be reading this kind of Guide.

The key area that causes problems is when there is a “disconnect” between the client
and their IT department. You might want to make sure that someone from the client’s
IT department is involved in the initial meetings/conversations so that they can
understand what you are asking the client to do. If you are not comfortable with your
level of technical knowledge you might want to take along support from a vendor so
they can talk “Geek to Geek”.
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& WARNING: Forget the Client’s IT staff at your peril

Make sure the Client’s IT people understand what data you are preserving, so that
they don’t inadvertently destroy it as part of their normal business practice.

3.6 Collection

3.6.1 Description

Gathering ESI for further use in the e-discovery process (processing, review, etc.).

3.6.2 Legal Implications

As a rough guide, there are two kinds of data collection, those that require a forensic
process (complete with chain of evidence documentation) which is normally in cases
of fraud, and the rest, where you just need to collect the data in a competent manner.
The first group is a specialist area, and if you are involved in this kind of proceedings,
you probably have got a "tame" forensic investigator that you can use, if not you need
to find one. The forensic data capture might also involve things like retrieving data from
mobile phones, making forensic copies of PC's or other computer equipment, and all
other kinds of highly specific activities.

For the more general data collection requirement, there are issues here, more fully
explored in subsequent chapters. Suffice it to say, that it is best to have a qualified
individual or service provider collect the information and there are pitfalls involved in
letting the client do it for themselves. However, in some cases this might be OK.

There are two schools of thought on the scope of data collection. One is that you collect
very broadly (so you only disturb the client once) and use the downstream processing
to winnow out what you need. The other is that you do a focused collection and run
the risk of having to come back and widen the scope. Each is valid, and they are non-
exclusive, in that you can start focused and (if the case progresses/warrants it) come
back later and do a wider collection for downstream culling.

This is where an understanding of the case, and where the information is stored is
invaluable, as you can then make informed decisions. With, of course the price of the
different options and how it affects the downstream processing very much to the
forefront of people's minds.

& WARNING: Badly collected data can lose you the case

Leave data collection to the experts. If the client offers to do to save money, be very
careful and make sure they understand the implications if they get it wrong. It is NOT
just a case of copying things from one place to another.

3.6.3 Who can help

The forensic data collection organisations are a specific grouping of service providers.
Make sure that you get a forensics company and not just a litigation support service
provider that has sent someone on a data collection course. They tend to use products
such as Guidance EnCase or Access Data's FTK toolkit to carry out the collection
process, indeed these products are often used by the other group as well, just without
the formalised chain of evidence documentation. The key thing is that people in this
first group are used to appearing in court as an expert witness to explain how they
obtained the specific piece of information.
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The second type of data collection can be handled by a number of vendors, though in
practice using the specialist organisations and dispensing with the formal side of things
is a sound tactic.

3.7 Processing

3.7.1 Description

Reducing the volume of ESI and converting it, if necessary, to forms more suitable for
review & analysis.

3.7.2 Legal Implications

The "shorthand" term for this stage is Early Case Assessment (ECA), or more
accurately Early Data Assessment. This is where the range of options open to you
increases quite dramatically. In the main the processing goes through two stages; first
the data is "cleansed" in that unwanted types of information are automatically removed,
this process can also involve the identification of duplicate versions of emails etc.
Second, the data is loaded into a tool that allows the user to identify the information
they want to take forward into the next stage.

The capabilities of the tools at this stage are quite bewildering, but in the main, you are
trying to identify the information that you will want for your case, so an understanding
of the key people involved in the matter (normally called data "Custodians" in techie
speak) is good